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COUNTRY OR NONSTATE ENTITY: -United States; China

SUBJECT: -Chinese Government Production and Export of
Fraudulent US Drivers Licenses to Chinese Sympathizers in the United
States, in Order to Create Tens of Thousands of Fraudulent Mail-in
Votes for US Presidential Candidate Joe Biden, in late August 2020

DATE OF INFORMATION: - 00 AUG 2020
sumvARY : [ mone.

SOURCE: -A collaborative source with indirect access, none of
whose reporting has been corroborated for less than one year.

CONTEXT: -The source obtained the information from an
identified sub-source, who claimed they obtained the information
from unidentified PRC government officials.

WARNING: -This is an information report, not finally evaluated
intelligence. It is being shared for informational purposes but has
not been fully evaluated, integrated with other information,
interpreted or analyzed. Receiving agencies are requested not to
take action based on this raw reporting without prior coordination
with the FBI. Unless a conviction in a criminal proceeding occurs,
a presumption of innocence exists for any person being reported on
in this IIR.

TEXT:

5 B -In late August 2020, the Chinese government had
produced a large amount of fraudulent United States drivers licenses
that were secretly exported to the United States (NFI). The
fraudulent drivers licenses would allow tens of thousands of Chinese
students and immigrants sympathetic to the Chinese Communist Party
to vote for US Presidential Candidate USPER Joe ((Biden)), despite
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not being eligible to vote in the United States. China had collected
private US user data from millions of TikTok accounts, to include
name, ID and address, which would allow the Chinese government to

al US persons' information to create the fraudulent drivers
license. The fraudulent drivers licenses were to include true ID
number and true address of US citizens, making them difficult to

detect. China planned to use the fraudulent drivers licenses to
n

=

int for tens of thousands of mail-in votes.

- FBI COMMENTS: A p

ersons address information was not a
valid field when creating a TikTok account. It was unspecified how

China would attain US address data from the application.

a
_ source is available for re-contact.

FUNCTIONAL CODE: -

INSTR: -US Yes. Contact FBIHQ for additional details

DATE OF ACQUISITION: - 24 AUG 2020

Please direct Requests for Information (RFIs) to

time-sensitive, and include a date or time-frame required for a
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and SDRs to

evaluations

Direct comments

or

declass

concerning foreign disclosu

number and subje

AGENCY : _tIA Coast Guard; DEA; DHS; Defense; Energy; FBI;

Justice; NGA; NRO; NSA; ODNI; State; Treasury; White House

DIA; Defense; Navy
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